
Priority 1 
 

A. Physical Security, Recommendation 2:  
Districts should, at a minimum, install electronic access controls for high-frequency-use exterior doors. 
 

B. Physical Security, Recommendation 6:  
Require district campuses to use a visitor management system. 
 

C. Physical Security, Recommendation 11:  
District campuses should use covers on vision panels on classroom doors during lockdowns that also allow 
students a blind area to 'hide'. 
 

D. Physical Security, Recommendation 12:  
District campuses should equip classroom doors with locks so that doors can be locked from the inside, 
allow for access from outside for authorized personnel, and allow for egress per the current State Fire 
Prevention Code and the ADA standards for accessible design. 
 

E. Physical Security, Recommendation 18:  
District campuses should have corresponding numbers on classroom interior and on exterior surfaces (wall, 
door, or window) easily identifiable to first responders so that they can reference position of students and/or 
intruders. 
 

F. Intelligence and Communications, Recommendation 1:  
School Districts should develop layered two-way communication access between staff members and 
administrative staff via various platforms to ensure information sharing and improve alert processes. 
 

G. 2018 Commission, Physical Security, Recommendation 4: 
Districts should review and assess the efficacy of upgrading and old style “crash bar” exterior door egress 
hardware with the newer “touch bar” type exit devices. 
 

H. Physical Security, Recommendation 17:  
District campuses should have physical barriers such as bollards, landscaping, fencing, low walls, etc. at 
school entrances, especially the main entrance. 

 
Priority 2 
 

A. Physical Security, Recommendation 3:  
District campuses should have security cameras that are accessed by designated individuals, including law 
enforcement, during a critical incident. 
 

B. Physical Security, Recommendation 8:  
All school districts should utilize a grand master key system ensuring that each campus has a master key.  
 

C. Physical Security, Recommendation 9:  
Every district should provide master key(s) access to local law enforcement for use during a critical 
incident. 
 

D. Physical Security, Recommendation 16:  
District campuses should have shatter resistant film at school entrances, especially the main entrance. 
Physical Security, Recommendation 10:  
District campuses need to protect any glass that allows vision or access into the classroom from the 
corridor. 
 

E. Physical Security, Recommendation 4: District campuses should have one secure visitor point of entrance 
with ideally a secured vestibule, when allowable. 

 



Priority 3 
 

A. Physical Security, Recommendation 17:   
District campuses should have physical barriers such as bollards, landscaping, fencing, low walls, etc. at 
school entrances, especially the main entrance. 
 

B. Intelligence and Communications, Recommendation 2:  
School Districts should develop capabilities to monitor communication platforms, on school owned 
devices, to include social media outlets as it relates to threats or triggering phrases used by potential active 
attack suspects. 

 
 


